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1. Общие положения 

1.1. Настоящий документ определяет политику АО «СМБСР Банк» (далее — Банк) 

в отношении обработки персональных данных и излагает систему основных принципов, 

применяемых в отношении обработки персональных данных в Банке. 

1.2. Настоящая Политика обязательна для ознакомления и исполнения всеми 

лицами, допущенными к обработке персональных данных в Банке и лицами, 

участвующими в организации процессов обработки и обеспечения безопасности 

персональных данных в Банке. 

1.3. Настоящая Политика составлена в соответствии с Федеральным законом РФ «О 

персональных данных» № 152-ФЗ от 27 июля 2006 г. 

1.4. Настоящая Политика подлежит актуализации в случае изменения 

законодательства РФ о персональных данных. 

1.5. С целью поддержания деловой репутации и обеспечения выполнения норм 

федерального законодательства Банк считает важнейшей задачей обеспечение 

легитимности обработки и безопасности персональных данных субъектов в бизнес-

процессах Банка. 

1.6. Для решения данной задачи в Банке введена, функционирует и проходит 

периодический пересмотр (контроль) система защиты персональных данных. 

1.7. Обработка персональных данных в Банке основана на следующих принципах: 

⎯ законности целей и способов обработки персональных данных и 

добросовестности; 

⎯ соответствия целей обработки персональных данных целям, заранее 

определенным и заявленным при сборе персональных данных, а также полномочиям Банка; 

⎯ соответствия объема и характера обрабатываемых персональных данных, 

способов обработки персональных данных целям обработки персональных данных; 

⎯ достоверности персональных данных, их актуальности и достаточности для целей 

обработки, недопустимости обработки избыточных по отношению к целям сбора 

персональных данных; 

⎯ легитимности организационных и технических мер по обеспечению безопасности 

персональных данных; 

⎯ непрерывности повышения уровня знаний работников Банке в сфере обеспечения 

безопасности персональных данных при их обработке; 

⎯ стремления к постоянному совершенствованию системы защиты персональных 

данных. 

1.8. Действие настоящей Политики распространяется на все операции, совершаемые 

в Банке с персональными данными с использованием средств автоматизации или без их 

использования. 

2.  Цели обработки, категории субъектов и состав персональных 

данных 

Банк обрабатывает следующие ПДн, в том числе в ИСПДн (конкретный список ПД в рамках 

каждой из указанных далее целей устанавливается в Перечне персональных данных, 
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обрабатываемых в АО «СМБСР Банк», и размещается в общедоступном реестре операторов 

согласно ст.22 Федерального закона РФ «О персональных данных» № 152-ФЗ от 27 июля 

2006 г.): 

2.1. Персональные данные кандидатов на вакантные должности с целью 

рассмотрения резюме и подбора кандидатов на вакантные должности для дальнейшего 

трудоустройства, оформления трудоустройства и подготовки к заключению трудового 

договора. 

2.2. Персональные данные работников и бывших работников с целью: обеспечения 

соблюдения законов и иных нормативных правовых актов; заключения и регулирования 

трудовых отношений и иных непосредственно связанных с ними отношений; получения 

образования и продвижения по службе; отражения информации в кадровых документах; 

начисления заработной платы; исчисления и уплаты предусмотренных законодательством 

РФ налогов, сборов и взносов на обязательное социальное и пенсионное страхование; 

представления работодателем установленной законодательством отчетности в отношении 

физических лиц, в том числе сведений персонифицированного учета в Фонд пенсионного 

и социального страхования РФ, сведений подоходного налога в ФНС России; 

предоставления налоговых вычетов; обеспечения безопасности работников; контроля 

количества и качества выполняемой ими работы; обеспечения сохранности имущества 

работодателя. 

2.3. Персональные данные родственников работников с целью исполнения 

обязательств, предусмотренных локальными нормативными актами и договорами (в т. ч. 

трудовыми договорами работников), а также федеральным законодательством и иными 

нормативными правовыми актами. 

2.4. Персональные данные физических лиц - представителей и бенефициаров 

клиентов (в том числе потенциальных клиентов) с целью международного обмена 

налоговой информацией, исполнения требований нормативных актов Банка России, 

заключения, исполнения и прекращения Банком договоров, контрактов, соглашений с 

Клиентами, осуществления деловых контактов. 

2.5. Персональные данные физических лиц - представителей контрагентов и 

контрагентов (включая потенциальных контрагентов) с целью заключения, исполнения и 

прекращения Банком договоров, контрактов, соглашений с Клиентами и Контрагентами, а 

также осуществление деловых контактов. 

2.6. Персональные данные членов органов управления с целью исполнения 

требований нормативных актов Банка России, начисления вознаграждений и выплат, 

содействия в организации поездок на мероприятия, осуществления деловых контактов. 

2.7. Персональные данные посетителей офиса с целью организации пропускного 

режима. 

3. Принципы и условия обработки персональных данных 

3.1. В Банке осуществляется обработка только тех персональных данных, которые 

представлены в утвержденном Перечне персональных данных, обрабатываемых в АО 

«СМБСР Банк». 

3.2. В Банке не допускается обработка следующих категорий персональных данных: 
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⎯ расовая принадлежность; 

⎯ политические взгляды; 

⎯ философские убеждения; 

⎯ состояние интимной жизни; 

⎯ национальная принадлежность; 

⎯ религиозные убеждения. 

3.3. В Банке допускается обработка сведений, касающихся состояния здоровья, в 

случаях и в порядке, предусмотренных законодательством. 

3.4. Банк в ходе своей деятельности может предоставлять персональные данные 

субъектов третьим лицам, в случаях и порядке, предусмотренных договорами и 

положениями законодательства. 

3.5. В Банке не обрабатываются биометрические персональные данные (сведения, 

которые характеризуют физиологические и биологические особенности человека, на 

основании которых можно установить его личность). 

3.6. В Банке осуществляется трансграничная передача персональных данных 

(передача персональных данных иностранным юридическим лицам на территорию 

Соединенного Королевства Великобритании и Северной Ирландии, Японии, Казахстана). 

Трансграничная передача персональных данных осуществляется с письменного согласия 

субъекта персональных данных. 

3.7. В Банке не осуществляется принятие решений, порождающих юридические 

последствия в отношении субъекта персональных данных или иным образом 

затрагивающих его права и законные интересы, на основании исключительно 

автоматизированной обработки персональных данных. 

3.8. Банк поручает обработку персональных данных другим лицам. При этом Банк 

выполняет все требования к поручению обработки персональных данных, 

предусмотренные Федеральным законом РФ «О персональных данных» №152-ФЗ от 27 

июля 2006 г. 

3.9. В Банке осуществляется обработка данных о судимости субъектов только в 

случаях и порядке, предусмотренных положениями законодательства. 

3.10. Банк не размещает персональные данные субъекта в общедоступных источниках 

без его предварительного согласия. 

3.11. При сборе персональных данных, Банк обеспечивает запись, систематизацию, 

накопление, хранение, уточнение (обновление, изменение), извлечение персональных 

данных граждан Российской Федерации с использованием баз данных, находящихся на 

территории Российской Федерации. 

4. Права субъектов персональных данных 

4.1. Субъект персональных данных имеет право на получение информации, 

касающейся обработки его персональных данных. Для получения указанной информации 

можно отправить письменный запрос на адрес Банка: 123112, г. Москва, Пресненская наб., 

д. 10 в порядке, установленном ст. 14 Федерального закона РФ «О персональных данных» 

№ 152-ФЗ от 27 июля 2006 г. 
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4.2. Субъект персональных данных вправе требовать от Банка уточнения его 

персональных данных, их блокирования или уничтожения в случае, если персональные 

данные являются неполными, устаревшими, неточными, незаконно полученными или не 

являются необходимыми для заявленной цели обработки. Для реализации указанных 

требований субъект персональных данных может отправить письменный запрос на адрес 

Банка: 123112, г. Москва, Пресненская наб., д. 10 в порядке, установленном ст. 21 

Федерального закона РФ «О персональных данных» № 152-ФЗ от 27 июля 2006 г. 

5. Реализованные требования по обработке персональных данных и 

обеспечению безопасности персональных данных 

5.1. Банк получает персональные данные от субъектов персональных данных и от 

третьих лиц (лиц, не являющихся субъектами персональных данных). При этом Банк 

выполняет обязанности, предусмотренные Федеральным законом РФ «О персональных 

данных» № 152-ФЗ от 27 июля 2006 г. при сборе персональных данных. 

5.2. Банк прекращает обработку персональных данных в следующих случаях: 

⎯ по достижении целей их обработки, либо в случае утраты необходимости в 

достижении этих целей; 

⎯ по требованию субъекта персональных данных, если обрабатываемые в Банке 

персональные данные являются неполными, устаревшими, неточными, незаконно 

полученными или не являются необходимыми для заявленной цели обработки; 

⎯ в случае выявления неправомерной обработки персональных данных, если 

обеспечить правомерность обработки персональных данных невозможно; 

⎯ в случае отзыва субъектом персональных данных согласия на обработку его 

персональных данных (если персональные данные обрабатываются Банком на основании 

согласия субъекта персональных данных); 

⎯ устранены причины, вследствие которых осуществлялась обработка 

персональных данных, если иное не установлено федеральным законом; 

⎯ в случае ликвидации или реорганизации Банка. 

5.3. С целью обеспечения безопасности персональных данных при их обработке в 

Банке реализуются требования, предусмотренные Федеральным законом РФ «О 

персональных данных» № 152-ФЗ от 27 июля 2006 г. и принятыми в соответствии с ним 

нормативными правовыми актами, в частности: 

⎯ Постановлением Правительства Российской Федерации от 01.11.2012 № 1119 

«Об утверждении требований к защите персональных данных при их обработке в 

информационных системах персональных данных»; 

⎯ Постановлением Правительства Российской Федерации от 15.09.2008 № 687 «Об 

утверждении Положения об особенностях обработки персональных данных, 

осуществляемой без использования средств автоматизации»; 

⎯ Методическим документом ФСТЭК России «Методика оценки угроз 

безопасности информации (утвержден ФСТЭК России 05.02.2021); 

⎯ Приказом ФСТЭК России от 18.02.2013 № 21 «Об утверждении Состава и 

содержания организационных и технических мер по обеспечению безопасности 
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персональных данных при их обработке в информационных системах персональных 

данных». 

5.4. Банк проводит оценку вреда, который может быть причинен субъектам 

персональных данных и определяет угрозы безопасности персональных данных. В 

соответствии с выявленными актуальными угрозами Банк применяет необходимые и 

достаточные организационные и технические меры, включающие в себя использование 

средств защиты информации, обнаружение фактов несанкционированного доступа, 

восстановление персональных данных, установление правил доступа к персональным 

данным, а также контроль и оценку эффективности применяемых мер. 

5.5. В Банке назначены лица, ответственные за организацию обработки и 

обеспечения безопасности персональных данных. 

Руководство Банка осознает необходимость и заинтересовано в обеспечении должного как 

с точки зрения требований нормативных документов РФ, так и обоснованного с точки 

зрения оценки рисков для бизнеса уровня безопасности персональных данных, 

обрабатываемых в рамках выполнения основной деятельности Банка. 


